Business challenges
The security of Department of Defense IT systems, and the networks on which they run, is a critical component of our nation’s overall security. This includes assurance that the enterprise is secured from both internal and external threats. With the continued expansion of the Global Information Grid and the promulgation of concepts like net-centric enterprise services, security concerns become not only more complicated but more critical to the mission than ever before.

How we can help
SuprTEK’s information assurance (IA) services focus on all layers of defense for the enterprise for customers like the U.S. Army’s Surface Deployment and Distribution Command (SDDC) and the Defense Information Systems Agency. Our IA staff comprises veteran engineers with an average of 12 years experience in federal government IA-focused support. SuprTEK’s information assurance services include:

• Certification and accreditation
• Vulnerability assessments
• Network and host-based intrusion detection
• Firewall design and support
• Public key infrastructure (PKI) design and implementation
• Virtual private networks (VPN) development
• Secure wireless LAN (WLAN) design and implementation
• Type-1 cryptography design and implementation
• Anti-virus support
• Disaster recovery
• Incident handling

What you can achieve
• A secure yet flexible computing environment
• A proactive posture to protect, monitor, analyze, detect and respond to unauthorized activity
• Certified and accredited systems based on DITSCAP, NIACAP, NSA and/or FISMA standards

About Superlative Technologies, Inc. (SuprTEK)
SuprTEK is a leading 8(a) and HUBZone certified IT engineering services firm providing customized and efficient solutions to federal government agencies since 1996. Our mission is to create innovative and synergistic support solutions, to help customers do their jobs better, faster and easier. SuprTEK is ISO-9001:2000 certified and maintains a Top Secret facility clearance.

For our work in information assurance, SuprTEK was awarded the Small Disadvantaged Business of the Year for 2005 from the U.S. Army’s Surface Deployment and Distribution Command.

Helping meet information assurance needs
SuprTEK coordinates with the IAPM to identify shortfalls in the information assurance operations of the U.S. Army’s Surface Deployment and Distribution Command (SDDC). It assists in the design of technical solutions to eliminate shortfalls and implement technical solutions on-site. SuprTEK also coordinates actions required for network defense from new threats and provides services to manage and take corrective actions to protect the integrity of the network.
SuprTEK assists in drafting local SDDC security policies to support the daily operations of the security mechanisms. We conduct vulnerability scans of information systems, perform virus prevention and detection, recommend corrective actions, and perform corrective actions upon government approval.

SuprTEK formulates, reviews and revises procedures necessary to implement automated information systems security in accordance with higher-level regulatory requirements. We ensure the integrity of computer system security is maintained in accordance with applicable policies and instructions.

An overview of SuprTek capabilities includes:

- Information assurance
- Systems engineering
- Command and control
- Network infrastructure management
- Solutions architecture
- Predictive analysis solutions

For more information
Visit: [www.suprtek.com](http://www.suprtek.com)
or contact:
Lea Culver
Superlative Technologies, Inc. (SuprTEK)
45195 Research Place
Ashburn, VA 20147
Phone: 937.272.4581
e-mail: lculver@suprtek.com